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Who We Are
Omnes Healthcare Limited (‘we’ or ‘us’ or ‘our’) gather and process your personal information in accordance with this privacy notice and in compliance with the relevant data protection Regulation and law. This notice provides you with the necessary information regarding your rights and obligations, and explains how, why and when we collect and process your personal data.
Omnes Healthcare’s registered office is at Evergreen House, The Edge, Clowes Street, Manchester, United Kingdom, M3 5NA, and we are a company registered in England and Wales under company number 05418732. We are registered on the Information Commissioner's Office Register of Data Controllers under registration number Z2118004, and act as the data controller. Our designated Compliance Officer for the organisation is our Data Protection Officer and can be contacted using our address, email and telephone number that can be found at the foot of this notice.
Who this Notice relates to
This Notice explains how we may process your personal data if you are:
· A patient of ours (primary or secondary care)
· Next of Kin of a patient
· A candidate applying to work with us or a referee 
· Users of our websites including www.omneshealthcare.co.uk
Information That We Collect
Omnes Healthcare processes your personal information to meet our legal, statutory and contractual obligations and to provide you with our products and services. We will never collect any unnecessary personal data from you and do not process your information in any way, other than already specified in this notice. 
The personal data that we collect from is: -
· Name
· Date of Birth
· Home Address
· Personal Email
· Business Email
· Home Telephone Number
· Work Telephone Number
· Mobile Telephone Number
· Financial details
· Health information (see ‘Special Category Data’ below)
· Profile data
· Usage and technical data for our websites and services
· Communications information, including when you communicate via our websites, social media channels and email
We collect information in the below ways: -
· Face to Face
· Email
· Telephone
· In writing
· Where a third party provides your information as Next of Kin
· Where a patient identifies you as next of kin
· Via other health organisations
· Via our websites and social media
Automated technologies or interactions.
As you interact with our website and via social media we will automatically collect technical data about your equipment, browsing actions and patterns. Sometimes this is subject to your consent. We collect this personal data by using cookies, server logs and other similar technologies. Please see our Cookies Policy for further details.
How We Use Your Personal Data & Legal Basis for Processing
Omnes Healthcare takes your privacy very seriously and will never sell your data without your consent. We only retain your data for as long as is necessary and for the purposes specified in this notice. Where you have consented to us providing you with promotional offers and marketing, you are free to withdraw consent at any time.  The purposes and reasons for processing your personal data are detailed below: -
· Patient Management/Health care: We collect your personal data either under our public task or legitimate interests as a healthcare provider in order to provide our services and to manage your account, conduct routine clinical audits, as well as support wider NHS and health body operations, .
· Accounts: We collect and store your personal data as part of our legal obligation for business accounting and tax purposes
· Marketing Initiatives: We collect and process your personal data using consent or to provide marketing information
· Processing Job applications/CV’s We collect this information to assess your suitability to work for us on the basis of Legitimate Interests. For referees we may request your consent.
· Monitoring website and social media: We collect this personal data in order to operate and improve our systems and services, as well as to communicate with you. We rely on our legitimate interests to do this and sometimes consent. 
· Communicating with next of kin: We need to communicate with next of kin in relation to patients, and we may rely on our public task, vital interest of the patient or consent.
· Research: we may use your personal data for specific research projects, however, this will be subject to your consent or other specific lawful basis, which will be explained to you further at the time.
Special Category data (inc. medical)
Our core service is to provide healthcare, therefore we process health data about you, such as in relation to your diagnosis and treatment. Health data is considered Special Category data in law, and as such we need an additional condition to process this in addition to the above lawful bases. We rely on an additional condition required under UK GDPR – article 9 2 (h) (medical treatment). 
Anonymised data:
In some circumstances we may anonymise or aggregate your personal data so that it can no longer be associated with you, in which case we may use such information without further notice to you. For example, we may aggregate or anonymise data on how you use our services to  better understand how our healthcare services are accessed and used, and what health conditions are more common. This information may also be used for research purposes, including the development of software, automated tools and algorithms,  by us and third parties, in order to expand medical knowledge and understanding (this may be with our commercial partners).
Automated decision-making
Automated decision-making takes place when an electronic system uses personal information to make a decision without human intervention.
At present we do NOT use Automated decision-making to process personal data.
Profiling
Profiling consists of the use of personal information to evaluate characteristics relating to an individual, in particular to analyse or predict aspects about them or their behaviour. We do profile our patients in order to better understand your medical needs and treatment.
Your Rights
You have the right to access any personal information that Omnes Healthcare processes about you and to request information about: -
· What personal data we hold about you
· The purposes of the processing
· The categories of personal data concerned
· The recipients to whom the personal data has/will be disclosed
· How long we intend to store your personal data for
· If we did not collect the data directly from you, information about the source
If you believe that we hold any incomplete or inaccurate data about you, you have the right to ask us to correct and/or complete the information and we will strive to update/correct it as quickly as possible; unless there is a valid reason for not doing so, at which point you will be notified. 
You also have the right to request erasure of your personal data or to restrict processing in accordance with data protection laws, as well as to object to any direct marketing from us and to be informed about any automated decision-making that we use. 
If we receive a request from you to exercise any of the above rights, we may ask you to verify your identity before acting on the relevant request; this is to ensure that your data is protected and kept secure.
Sharing and Disclosing Your Personal Information
We do not share or disclosure any of your personal information without your consent, other than for the purposes specified in this notice or where there is a legal requirement. We use third parties to provide the below services and business functions, however all processors acting on our behalf only process your data in accordance with instructions from us and comply fully with this privacy notice, the data protection laws and any other appropriate confidentiality and security measures. We may share your personal data with:
· Our Accountants for Accountancy purposes
· Our health management platform partners to manage your account with us
· Microsoft for our Communications
· Our IT support partner
· Other NHS organisations and public bodies
· Our group of companies
· Third parties in the event of sale, investment or reorganization of our business
· Our professional advisors
Where we use 3rd parties to process data on our behalf, and this involves processing your data outside of the EEA, we undertake Transfer Impact Assessments, and our contractual agreement with those companies includes Standard Contract Clauses to ensure the safety of your data and the protection of your rights.
With every third party, we agree Data Sharing Agreements to ensure they provide the same level of protection as demonstrated within this notice.
Safeguarding Measures
Omnes Healthcare takes your privacy seriously and we take every reasonable measure and precaution to protect and secure your personal data. We work hard to protect you and your information from unauthorised access, alteration, disclosure or destruction and have several layers of security measures in place, including: -
· SSL, encryption, authentication, access control.
Consequences of Not Providing Your Data 
You are not obligated to provide your personal information to Omnes Healthcare, however, as this information is required for us to provide you with our services, we will not be able to offer some of our products or services without it. 
How Long We Keep Your Data
Omnes Healthcare only ever retains personal information for as long as is necessary and we have strict review and retention policies in place to meet these obligations. We are required under UK tax law to keep your basic personal data (name, address, contact details) for a minimum of 6 years after which time it will be destroyed. We keep unsuccessful CV’s/job applications/interview notes for 6 months before securely destroying them.
Where you have consented to us using your details for direct marketing, we will keep such data until you withdraw your consent, although we do refresh consent periodically.
We will retain Electronic Patient Records in line with the NHS Records Retention Schedule. Following a patient no longer receiving care in our services, their clinical record will be deactivated.
Lodging A Complaint
Omnes Healthcare only processes your personal information in compliance with this privacy notice and in accordance with the relevant data protection laws. If, however you wish to raise a complaint regarding the processing of your personal data or are unsatisfied with how we have handled your information, you have the right to lodge a complaint with the supervisory authority using the detail below. 

Omnes Healthcare 
Evergreen House, The Edge, Clowes Street, Manchester, United Kingdom, M3 5NA
e. omneshealthcare.governance@nhs.net
t. 0203 870 6692

Information Commissioners Office (ICO)
Wycliffe House
Water Lane
Wilmslow
Cheshire
SK9 5AF

Tel: 0303 123 1113
Email – via their website – www.ico.org.uk
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